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Warszawa, dn. 10.02.2026r.
Spotkanie otwarcia w ramach audytu RODO

Audyt RODO mozna zapewne przeprowadzi¢ na wiele sposobow. Ale chyba nie ma potrzeby
wymyslania kota na nowo, jesli w tym konkretnym przypadku wykorzysta¢ mozna pewne sprawdzone
wzorce i procesy, ktore od dawna funkcjonuja w pokrewnych dziedzinach. Dla mnie niewatpliwie taka
witasnie dziedzing jest audyt realizowany wg normy ISO 27001.

W ponizszym wpisie chciatbym krétko przedstawi¢ korzysci i zalety jakie wynikaja z dobrze
przygotowanego i zrealizowanego spotkania otwarcia, ktére inicjuje realizacje tak samego audytu
RODO, jak réwniez — na dalszym etapie wspoétpracy (o ile bedzie miata zastosowanie) - wdrozenia
zalecen wynikajacych z takich dziatan.

Czym jest spotkanie otwarcia?
Zanim sprobujemy sobie zdefiniowac termin ,spotkanie otwarcia”, na poczatek zastanéwmy sie czym
jest sam audyt, poniewaz — co zostato juz wskazane powyzej — interesujace nas spotkanie ma na celu
zapoczatkowanie (zainicjowanie) dziatan w ramach tegoz.
Zgodnie z definicja zawarta w normie ISO 27000 audyt to systematyczny, niezalezny i
udokumentowany proces uzyskiwania dowodu oraz jego obiektywnej oceny w celu okreslenia
stopnia spetnienia kryteriow wg ktorych audyt jest realizowany.
W przypadku audytu RODO réznie ksztattowaé mozemy sobie jego cele, ale ja skupie sie na tym
najbardziej pierwotnym, czyli uzyskaniu dowodu potwierdzajgcego niezgodno$¢ z przepisami
ochrony danych osobowych.
Powyzej mowa jest o celu audytu. Ty jako audytor ten cel znasz, podobnie jak osoba, ktéra zleca ci
jego przeprowadzenie. Ale czy znaj3 go ludzie, ktérzy beda uczestniczyli w audycie? Niekoniecznie. |
tu z pomoca przychodzi nam wtasnie spotkanie otwarcia.
A zatem spotkanie otwarcia poprzedzajgce audyt (tu: audyt RODO) to formalne, wstepne spotkanie
audytordéw z przedstawicielami organizacji, podczas ktérego omawia sie cel, zakres, kryteria i plan
audytu, przedstawia zespét audytowy, ustala zasady komunikacji oraz kwestie organizacyjne i
techniczne, tak aby wszystkie strony w jednakowy sposéb rozumiaty zatozenia i warunki realizacji
audytu.

Zaczne moze od aspektu psychologicznego zwigzanego z audytem. Z moich doswiadczen wynika, ze
wiele oséb, ktére w nim uczestnicza (a méwiac jezykiem definicji audytu — ,dostarczaja dowody”)
odczuwaja dyskomfort, a czasami nawet silny stres, gdy udzielaja odpowiedzi na pytania audytora,
przekazujg materiaty, ktére postuzg do analizy na potrzeby raportu, itd. A zatem spotkanie otwarcia
moze nam postuzy¢ do zbudowanie wspélnego zrozumienia roli audytu (ocena zgodnosci, a nie
~polowanie na winnych"”), co powinno przetozy¢ sie na zmniejszenie oporu i wtasnie stresu po stronie
audytowanych. Dodatkowo buduje to réwniez atmosfere wspotpracy i zaufania miedzy audytorami a
organizacjg, co sprzyja otwartym rozmowom i pozyskiwaniu rzetelnych informacji o funkcjonowaniu
systemu ochrony danych osobowych.

Kolejny aspekt to oczywiscie jasne zdefiniowanie celu, zakresu, kryteriéw i metodyki audytu, co
ogranicza ryzyko nieporozumien w jego trakcie.

Podczas spotkania, ktére tu omawiam, audytor prezentuje réwniez plan audytu (uprzednio
przygotowany) na ktéry sktadaja sie m.in. okreslenie ram czasowych, harmonogram, potrzebne
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zasoby, itp. W trakcie realizacji audytu przetozy sie to bezposrednio choéby na dostepnos¢ wtasciwych
0s6b oraz dokumentow.

Czesto zdarza sie tak, ze audytuje nie tylko audytor wiodacy, ale réwniez audytorzy wspierajacy, czyli
zespot. A zatem w trakcie spotkania mozna tenze zespét przedstawié i wskaza¢ kto za co odpowiada.
Z kolei organizacja ma mozliwo$¢ przedstawienia kluczowego personelu, czyli wtascicieli
biznesowych, ktérzy albo samodzielnie albo przy pomocy podlegtych im pracownikéw beda
dostarczali zespotowi audytowemu wiedzy (oraz dowoddéw) o audytowanej organizacji. Idac dalej —
nastepuje réwniez ustalenie kanatéw i zasad komunikacji (kontakt gtéwny, sposéb zgtaszania
probleméw, informowanie o postepie, sposdb raportowania niezgodnosci), co redukuje chaos
informacyjny.

Bardzo waznym elementem spotkania otwarcia jest deklaracia dotyczgca poufnosci po stronie
audytora. Oczywistym jest, ze poufnos¢ mamy zapisang réwniez w umowie miedzy stronami, ale taka
deklaracja — ponownie — ma charakter psychologiczny i uspokajajgcy osoby, ktére bedg uczestniczyly
w audycie.

Wreszcie jest to ten moment, gdzie osoby, ktére bedg uczestniczyty w audycie mogty zadaé nurtujace
ich pytania zwigzane z audytem RODO w organizagji.

Podsumowanie
Z moich obserwacji wynika, Zze dobrze przygotowane i poprowadzone spotkanie otwarcia ma
przetozenie na dobra wspétprace miedzy zespotem audytowym a organizacja poddang takiemu
audytowi. Dlatego warto poswieci¢ troche czasu na jego porzadne przygotowanie, ale tez na
uswiadomienie audytowanej organizacji jakie moga by¢ korzysci zwigzane z takim spotkaniem.

Michat Sztaberek - ekspert ds. ochrony danych osobowych, CEO w iSecure Sp. z 0.0.
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